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Abstract of the contribution: Removes references to 23.228 and 23.501 from abbreviations clause, adds missing abbreviations used so far, and cleans up some editorial mistakes in the document.
Discussion

Currently the TR has an editor’s note in the abbreviation clause since the text incorrectly includes a reference to TS documents other than TS 21.905 which is incorrect.  Therefore, these references need to be removed from the abbreviations clause – and any missing abbreviations added.  While 21.905 has yet to be updated for 5GS, such update has been proposed at SA, therefore it is assumed that the 5GS abbreviations don’t need to be added to this document.  The Key issue relating to this assumption will therefore remain until such an update occurs.
Furthermore, while reviewing the current TR for the missing abbreviations several editorial errors were identified and these are corrected as well – these consisted of sections missing numbers, figures incorrectly numbered, some editing artefact replacing letters with apostrophes, some incorrect acronyms, references missing numbers, and format of Key Issue 8 title.
Proposal
It is proposed to make the following changes to TR 23.794:

**** Start of Changes ****

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1], and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GC
5G Core
5GS
5G System
AGW
Access Gateway
BP
Branching Point
CSRN
Circuit Switched Routing Number
FE
Functional Entity
GRUU
Globally Routable User Agent URI
I-CSCF
Interrogating CSCF
IMS AS
IMS Application Server
IMS FE
IMS Functional Entity
IPX
IP Exchange

LBO
Local Breakout
MMTEL
Multi Media Telephony
P-CSCF
Proxy CSCF
PSA
PDU Session Anchor
SA
Session Anchor
S-CSCF
Serving CSCF

SCC AS
Service Continuity Control Application Server
TADS
Terminating Access Domain Selection
UL-CL
Uplink Classifier

ULC
Uplink Classifier
Editor’s Note:
5G related abbreviations are pending update to TR 21.905[1]


Editor’s Note:
It is FFS which abbreviation for UL-CL/ULC and SA/PSA is preferred.
**** Next Change ****

5.1
Key Issue 1: Routing of IMS traffic via a localized UPF

The 5GC enables traffic to route via localized UPF close to the edge of the network (in some cases adjacent to the RAN nodes).  Some IMS services may be able to benefit from the lower latency and/or lower backhaul requirements that such deployments can enable, however current IMS applications and services are not able to leverage these capabilities.  This key issue investigates the interactions required to leverage localized routing of IMS media and signalling traffic, the changes to enable effective control and management of such routing, and impacts of mobility and roaming. 

Example Use Case A:

Routing of IMS traffic (e.g. video) between two (or more) users using an efficient UP path.

Example Use Case B:

A “best effort video service” where the IMS video traffic from UE is offloaded at a UPF closer to the UE to minimize the backhaul resource usage based on a decision by the IMS.

The following is a partial list of the issues to be addressed:
-
How can the IMS network influence or control how the 5GC selects the UP path? 

-
Which IMS node interacts with the 5GC (i.e. IMS AS, CSCF, or other IMS node)?
-
How does an application server request traffic to route using a local UPF?

-
How does IMS request traffic to route using (or prevent routing using) a local UPF?

-
How is the mobility of the UE considered, and how is service continuity ensured?
-
If the UE is roaming, how can the localized routing be extended into the VPLMN (if supported)?

-
What are the impacts on billing and charging?
**** Next Change ****

5.2
Key Issue 2: Placement of IMS application server in localized environments

The 5GC in release 15 defined some functionality to enable “mobile edge computing” (i.e. computing resources located close to the edge of the network) to enable enhanced services to users.  The functionality defined in release 15 focused on general compute applications, and did not analyse the special case of IMS applications.  This key issue investigates the enhancements to current capabilities of IMS and 5GC to enable the operation of IMS servers in the mobile edge space.

Example Use Case A:

For a given venue (e.g. stadium) IMS videos may be stored and retrieved locally for playback only on UE’s that are located on a group of small cells that serve the venue.

Example Use Case B:

Mission critical services that require optimization of signalling traffic as well as media may require, placement of P-CSCF and AGW (or other IMS FE) close to AN.
The following is a partial list of the issues to be addressed:

 -
How can IMS leverage 5G support for edge computing?

-
What additions to IMS and 5G support for edge computing capabilities are required?

-
What restrictions are there (if any) on IMS applications in the edge network?

-
How are the localized IMS applications identified?

-
How are IMS applications outside the local PLMN impacted (e.g. roaming).
-
What impacts does the solution have on mobility?
-
What impacts does the solution have on service, and application continuity?

-
Is there any further impact on routing of IMS media and IMS signalling?

**** Next Change ****

5.8
Key Issue #8: How can IMS utilize services provided by 5GC NFs other than PCF
All of the 5GC control plane NFs are specified as service based and any NF can be consumer of the services provided by other NFs, if supported by the procedures.
This key issue addresses the following aspects:

-
How IMS can utilize services provided by 5GC NFs other than PCF.
**** Next Change ****

6.4.1
Description

This solution corresponds to the Key Issue#1 "Routing of IMS traffic via a localized UPF".

To enable routing of IMS traffic via a localized UPF, "Single PDU Session with multiple PDU Session Anchors (PSA’s)" can be used as described in clause 5.6.4 of TS 23.501 [3]. This localized routing can be achieved by the procedure defined in clause 4.3.5.4 of TS 23.502 [4]. Uplink Classifier (UL CL) based PSA addition has no UE impact while multi-homing based PSA addition has UE impact as described in steps 7 and 8 in Figure 4.3.5.4-1: Addition of additional PDU Session Anchor and Branching Point or UL CL of TS 23.502 [4].
When the UE acquires the new IP prefix due to multi-homing based PSA addition to the PDU Session for IMS, how the upper layer of the UE (i.e. IMS layer) can use the new IPv6 address should be defined. In particular, the UE does not have to perform IMS registration by using the new IPv6 address which means the new IPv6 address is used for IMS media routing via a localized UPF and not used for SIP signalling as illustrated in Figure 6.4.1-1.
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Figure 6.4.1-1: Routing of IMS media via a localized UPF with new IP address

Editor’s note: It is FFS whether an IMS AGW is needed for gating control of media flows offloaded via PSA-L.

Editor’s note: It is FFS how the IMS determines whether the remote party is reachable via the local address.

Editor’s note: It is FFS how service continuity is ensured when the UE moves outside of the area served by the local PSA.

NOTE:
Which IMS media can be locally routed by using the new IP address is based on UE policy.
In order to make the IMS layer's behaviour clear, it is proposed to get the NAS layer of the UE provide an indication that the new IPv6 address is only for IMS media to the IMS layer when the UE has acquired the new IP prefix due to multi-homing based PSA addition to the PDU Session for IMS.

Figure 6.4.1-2 is same as Figure 4.3.5.4-1: Addition of additional PDU Session Anchor and Branching Point or UL CL of TS 23.502 [4] and only step 7 has addition for the proposed solution.
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Figure 6.4.1-2: Multi-homing based PSA addition to the PDU Session for IMS for localized routing
For the proposed solution, step 7 has the following addition:
-
The NAS layer of the UE provides the upper layer (i.e. IMS layer) with an indication that the new IPv6 address is only for IMS media.
**** Next Change ****

6.8.1.2
Procedure for AF (IMS AS) to influence network slice selection
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2018. Fig. 6.8.1.2-1: Processing AF requests to influence network slice selection.
The IMS AS maps an IMS service to one of the service profiles pre-agreed between the mobile operator and the IMS operator. This mapping can be based e.g. on the known traffic type and/or traffic requirements of the IMS service.

2018. NOTE 1: 
The IMS service profiles pre-agreed between the mobile operator and the IMS operator are outside the scope of 3GPP.
An AF (IMS Application Server) calls the "Set Profile" service supported by NEF, which requests to associate the IMS service (a) with a certain service profile and (b) with a certain application provider. The IMS service is identified by an identifier (App-Identifier). The IMS Service Profile is identified by a Service Profile Id. The request may also include the external identity of a single UE (e.g. the MSISDN), or the external identities of multiple UEs. If no UEs are included, the request could affect all UEs associated (e.g. based on subscription) with the identified application provider. The IMS service profile is the one determined in the previous step and identifies one of the service profiles pre-agreed between the mobile operator and the AF operator.

Editor’s Note: It is FFS if this step requires a new NEF service to be specified or whether the Nnef_ParameterProvision_UpdateRequest (subclause 4.15.6.2 of 3GPP TS 23.502 [4]), can be re-used
2.
The NEF calls t“e " Nudm_SubscriberDataManagem”nt" service supported by UDM, which requests to update the policy data (i.e. NSSP) of a single UE or of multiple UEs. The UDM maps each of the received external UE identities (e.g. MSISDNs) to a Subscriber Permanent Identity (SUPI).

Editor’s Note: It is FFS if the " Nudm_SubscriberDataManagement " service can be used to convey Application profile requirements.

3.
Based on the received service profile and application provider, the UDM determines an S-NSSAI or a prioritized list of S-NSSAIs that should be associated with the identified application.

4.
The UDM derives an NSSP rule for the identified IMS service using the S-NSSAI(s) determined in the previous step.

NOTE 2: 
It is assumed that the UDM/UDR has NSSP rules per IMS Service Profile type. Based on the IMS service profile requested by the AF the UDM/UDR will have an associated NSSP rule

5.
The UDM identifies the affected UEs based on the UE identities received in step 2 and updates the NSSP policy for each one of these UEs. The NSSP policy for each UE is stored in UDR. 

6.
The UDM responds to the service request received in step 2 and, in turn, the NEF responds to the service request received in step 1.

7.
The PCF(s) serving the affected UEs is notified of updated URSP rule using the Nudr_PolicyManagement_UpdateNotify service operation as described in subclause 4.16.2.2 of 3GPP TS 23.502[4].

8.
A PCF receiving the Notify message from UDM determines that new NSSP policy is available for the associated UE and sends the updated NSSP policy to UE via the AMF and the N1 interface. After the UE receives the updated NSSP policy, the UE shall attempt to send the traffic of the identified application over a PDU session that matches the S-NSSAI included in the updated NSSP policy. 
NOTE:
Impacts on IMS signalling are addressed in Solution 11

Editor’s Note: 

· It is FFS for interoperability across multi-vendors whether coordination is needed between IMs ASs for IMS Service Profiles and IMS Service IDs (Application IDs)

· Impacts of slicing to IMS charging is FFS 

**** Next Change ****

6.10.1
Description

This solution addresses Key Issue 6 - explores mapping of existing Sh procedures to currently defined Nudm services and operations and introducing an SBA-based interface to HSS. 
The Commands over Sh interface can be mapped to services and operations of UDM/HSS as shown in the following table:

	NF service

Subscriber Data 

Management (UDM/HSS)
	Service Operations
	Example Consumer(s)
	Mapping to Sh operations

	
	Get
	AS
	UDR/UDA

	
	Subscribe
	AS
	SNR/SNA

	
	Unsubscribe
	AS
	SNR/SNA

	
	Notification
	AS
	PNR/PNA, PUR/PUA


User-Identity as defined in the 3GPP TS 29.329 [9] needs to be added as new input parameters for the above service and operations, and a new subscription data type for IMS Sh interface needs to be defined as below:

	Subscription data type
	Field
	Description

	IMS Sh data
	User-Identity
	See definitions in 3GPP TS 29.329 [9] Table 6.3.1.

	
	MSISDN
	

	
	User-Data
	

	
	Data-Reference
	

	
	Service-Indication
	

	
	Subs-Req-Type
	

	
	Requested-Domain
	

	
	Current-Location
	

	
	Identity-Set
	

	
	Expiry-Time
	

	
	Send-Data-Indication
	

	
	Server-Name
	

	
	Supported-Features
	

	
	Feature-List-ID
	

	
	Feature-List
	

	
	Supported-Applications
	

	
	Public-Identity
	

	
	DSAI-Tag
	

	
	Wildcarded-Public-Identity
	

	
	Wildcarded-IMPU
	

	
	Session-Priority
	

	
	One-Time-Notification
	

	
	Requested-Nodes
	

	
	Serving-Node-Indication
	

	
	Repository-Data-ID
	

	
	Sequence-Number
	

	
	Pre-paging-Supported
	

	
	Local-Time-Zone-Indication
	

	
	UDR-Flags
	

	
	Call-Reference-Info
	

	
	Call-Reference-Number
	

	
	AS-Number
	

	
	OC-Supported-Features
	

	
	OC-OLR
	

	
	DRMP
	

	
	Load
	


**** Next Change ****

6.12.1.3.3 Network Initiated De-Registration 

The next call flow illustrates a network initiated de-registration.
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Figure 6.12.1.3.3-1: Network initiated de-registration re-using Nudm_Cx services with CSCF

The following is a brief description of the steps in the call flow:

1. Due to administrative action, the UDM/HSS issues to the S-CSCF a Nudm_Cx_IMSDeregistrationNotification.

2. S-CSCF performs the procedures defined in TS 23.228 [2]. This automatically unsubscribes the S-CSCF from receiving any notifications to changes in subscriber profile

6.12.1.3.4 P-CSCF Restoration (HSS Option)/S-CSCF initiated Deregistration

The next call flow illustrates P-CSCF restoration based on HSS option.
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  Figure 6.12.1.3.4-1: P-CSCF Restoration re-using Nudm+ services with CSCF

The following is a brief description of the steps in the call flow:

1. Two cases can trigger this step. In case 1, S-CSCF detects from a terminating session that P-CSCF is not responding. The S-CSCF sends to UDM/HSS a Nudm_Cx_IMSRegister_Deregister request. In case2, the S-CSCF decides to deregister a user and informs HSS. In either case, this step automatically unsubscribes the S-CSCF from receiving any changes to the subscriber profile

2. UE may initiate a new Re-registration as per existing procedures 

**** Next Change ****

6.13
Solution #13: Reuse services and operations of UDM and NRF for SBA-based Cx interface
**** Next Change ****

6.14.1
Description

This solution addresses Key Issue 7 - How can IMS utilize services provided by Npcf.
In IMS network, the P-CSCF needs to be notified of some events related to access network, e.g. UE location information and other access network related events. These information will be used in IMS network for billing, LI, service trigger and so on. In VoLTE network, the P-CSCF subscribes to notification of these events over Rx interface. Since 5GC supports SBI, this solution proposes that the IMS utilizes services provided by Npcf to subscribe to notification of these events.

Figure 6.14.1-1 illustrates how P-CSCF utilizes services provided by Npcf to subscribe to notification of UE location information.
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Figure 6.14.1-1: P-CSCF utilize Services provides by Npcf to subscribe to notification of UE location information

1. The P-CSCF receives the SIP INVITE/re-INVITE/BYE message.
2. The P-CSCF invokes the corresponding Npcf_PolicyAuthorization_Create/Update/Delete Request service operations provided by Npcf to  retrieve the UE location information.
3. The PCF obtains the UE location information from the SMF and the AMF, as described in the 3GPP TS 23.502 [4], and sends Npcf_PolicyAuthorization_Create/Update/Delete Response with the UE location information.

**** Next Change ****

6.15
Solution #15: IMS utilize services provided by AMF
6.15.1
Description

This solution addresses Key Issue #8 - How can IMS utilize services provided by 5GC NFs other than PCF. 
In IMS network, the P-CSCF needs to be notified of some events related to access network, e.g. UE location information and other access network related events. This information will be used in IMS network for billing, LI, service trigger and so on. In VoLTE network, the P-CSCF subscribes to notification of these events over Rx interface. Since 5GC supports SBI, IMS network is able to use the SBI provided by AMF to subscribe to notification of these events.

Figure 6.15.1-1 illustrates how IMS obtains the AMF address serving the UE during IMS registration procedure.
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Figure 6.15.1-1: IMS obtains the AMF address during IMS registration procedure

1-12. Normal IMS registration procedure.

13. The S-CSCF requests the AMF address in SAR from the HSS/UDM.

14. The HSS/UDM sends AMF address in the SAA to the S-CSCF.

15. The S-CSCF sends the AMF address to the P-CSCF in the SIP 200 OK.

16. The P-CSCF sends SIP 200 OK to the UE as in normal IMS registration procedure.

17. The S-CSCF subscribes to notification of AMF change to the HSS/UDM.

18. When the AMF changes, the HSS/UDM notifies the S-CSCF.

19. The S-CSCF sends SIP Message with the changed AMF address to the P-CSCF.

Once the IMS (P-CSCF) obtains the AMF address serving the UE, the IMS (P-CSCF) can subscribe to notification of the events supported by AMF e.g. events related to UE location information and access network information.
Figure 6.15.1-2 illustrates the P-CSCF utilizes services provides by AMF to subscribe to notification of the UE UE location information.
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Figure 6.15.1-2: P-CSCF utilizes Services provided by AMF to subscribe to notification of the UE location information

1. The P-CSCF receives the SIP INVITE message.

2. The P-CSCF invokes Namf_EventExposure_Subscribe service operation for event subscription to UE location changes.

NOTE:
The Namf_EventExposure service allows one time reporting, i.e. the subscription to notification is only for one time reporting.
3. When the UE location changes, the AMF invokes Namf_EventExposure_Notify to notify the P-CSCF of the UE location.
When the UE moves from the old AMF to the new AMF, the S-CSCF receives notification from the UDM/HSS, and the S-CSCF notifies the P-CSCF of the new AMF address. The P-CSCF invokes Namf_EventExposure_UnSubscribe service operation on the old AMF to unsubscribe the event notification and invokes Namf_EventExposure_Subscribe service operation on the new AMF service as defined in clause 5.2.2 of the TS 23.502.

Editor's note:
It is FFS how this solution works in the case there are two AMFs serving a single UE for 3GPP access and non 3GPP access respectively.
**** Next Change ****

6.18.1
Description

This solution applies to Key Issue 4: Discovery of Network Functions - explores options for discovery of network functions exposed to IMS e.g. discovery of PCF services, as well as discovery of IMS functions e.g. P-CSCF. 
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Figure 6.18.1-1: Architecture for P-CSCF Discovery

The P-CSCF invokes the NRF services and operations, i.e. NFRegister, NFUpdate, NFDeregister operations of Nnrf_NFManagement service, as defined in the 3GPP TS 23.502 [4] clause 5.2.7 to register/update/deregister the P-CSCF address, location information (e.g. Cell-Id, TA), services and/or slice types supported by the P-CSCF, e.g. when the P-CSCF profile changes, P-CSCF uses the NFUpdate operation of Nnrf_NFManagement service to update the profile of P-CSCF stored in NRF..

The SMF invokes the NRF services and operations, i.e. Nnrf_NFDiscovery service and NFStatusSubscribe, NFStatusNotify, NFStatusUnSubscribe operations of Nnrf_NFManagement service to discover and subscribe/unsubscribe and get updated of the P-CSCF address list from NRF, e.g. discover the P-CSCF address list during the IMS PDU session establishment procedure. 

**** End of Changes ****
3GPP
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